Who We Are and What We Do

A Nine23 are proven experts delivering UK sovereign cyber security solutions, trusted to secure highly regulated organisations such as industry regulators and government departments through fully managed
ICT & cyber services using our fully owned secure UK Sovereign private cloud platform. We have a long tradition of being able to design, build and then operate solutions are secure by design and can be
accredited by organisations that have a requirement to meet NCSC guidelines and operate at security classifications OFFICIAL-SENSITIVE (0/S) - SECRET (S).
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The “Discerning Client” are an organisation that must meet some form of compliance in a regulated sector, normally adhering to government security classification (OFFICIAL-SENSITIVE to SECRET) or a particular
Trusted, Honest, UK Sovereign. secure network and want/need to have a fully UK Sovereign service. They are characterised as fully understanding their risk appetite especially in matters of cyber security and understanding their own internal
capability situation. Recognising, what they are not good at and where they need further support.

www.nine23.co.uk

The markets we focus on are broad, but the prevailing market forces especially regarding demand for UK sovereign capability:

End-User Focused +  Central Government *  Regulators *  Defence Industry * Law Enforcement + CNI *  Legal

Cyber Security Experts Common Challenges Faced by Our Discerning Clients

Large regulated and compliant organisations face several problems:

Secure by DeSIQn These are prime targets for hacking due to their critical activities and increased global uncertainty

Those companies are complicated and part of something bigger (gov-dept) and possess a requirement for premium products and services but without the associated budget and resourcing levels

UK Sovereign + They may well have had a sub-standard service from a large organisation in the past and now require external support with the right cyber security expertise and staff with the right high security access/
accreditations

End-users expect to operate at work in the same way they do at home - consumer simplicity with enterprise security. Delivering end-point security is highly challenging due to the rise of zero trust network

access

Meet government “Cloud First” policy requirements and National Cyber Security Strategy

People, Process, Technology

We Provide - UK Sovereign Private Clouds (Platform FLEX)

Platform FLEX is our Nine23 owned, fully managed, dedicated hardware platform and series of interconnected private clouds that are hosted in secure - List X/Facility Security Clearance (FSC) & Police Assured Secure Facility (PASF) UK data-centres to ensure 100% UK digital
& data sovereignty. Platform FLEX is a secure and scalable solution offering customisable functionality including optional end-to-end accreditation at OFFICIAL-SENSITIVE to SECRET.

We provide accredited connections to government/corporate networks including PSN,PNN,PND,RLI/ALI,HSCN, LECN/LEDS and internet connected organisations using proven secure access solutions.

+ UK Data Sovereignty: Located in UK data centres geo-graphically dispersed for + UK Owned Business & Infrastructure: a significant degree of control and flexibility cleared staff.

additional resilience. to meet your requirements. +  Cloud Gateway Services: PSN/PND-R, PSN-P, HSCN, RLI, ALI, FN4G, LECN, LEDS, PNN
*  Security: Sites are secured up to List X, List N or higher. All data centres are in the +  Fixed & Flexible Pricing: Simple pricing, on a monthly or annual basis. +  Secure App Hosting (SaaS)

scope of Cyber Essentials Plus, ISO 27001, 20000-1, 14001 and 9001. CSA Star. +  Fully Managed Service: Available 24/7 to provide support and reassurance by SC

We Provide - Cyber Security Services

We Provide - Managed IT Services

+  Cyber Security as a Service (CSaas): »  Zero Trust: Identify the advantages of « IT Advisory Services: Project *  Fully Managed IT Service +  Service Delivery Management *  Virtual Desktop Solutions
Cyber strategy, risk review, portfolio adopting Zero Trust approaches Management, User Requirements + Managed Cyber Security Service +  DR/BC & Backup as a Service (Baa$S)
optimisation, roadmap & sequence, *  Supply Chain Risk: Help map your Analysis, Digital Transformation, +  Complimentary IT Service *  Migration Services: Cloud, PSN
SOC, ISO Strategy, MDR, Automation, supply chain and evaluate the criticality Discovery Services, Professional *  Service Desk Support *  Secure Remote Working
Tooling and more and risk Services & Information Assurance

Certifications and Industry Compliance

Nine23 is a government approved supplier listed on 3 Crown Commercial Services (CCS) frameworks including G-Cloud, Digital Outcomes & Specialists (DOS) and Cyber Security Services 3 (CS3). Nine23's
certifications and accreditations show our continuous commitment to become a leading cyber security solutions company.

CERTIFIED
PLUS

Security clearance is a status granted to individuals allowing them access to classified information (state or organisational secrets) or to restricted areas, after completion of a thorough background check.

All Nine23 operations staff have, as a minimum, Security Clearance (SC) & NPPV3. Crown
Commercial
Service
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